
Users are required to download the
Microsoft Authenticator application on
their personal mobile phones from App
Store (iOS) / Play Store (Android).

Install Microsoft
Authenticator App First-time Login

Visit https://istaff2.usim.edu.my (STAFF) or
https://istudent2.usim.edu.my (STUDENT)

Enter USIM ID and password, then click
Sign in.
Scan the QR Code using the Microsoft
Authenticator app.
Enter the TOTP Code (One-time
password) generated.
Fill in the Device Name (example: Acer
Office).
Click Submit to complete the account
activation process.

Re-login and Scan
QR Code
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3‌3‌  IMPORTANT ! 
Ensure that you have already performed a
password reset (self reset password) before
attempting this first login process.
Refer to these links:

https://selfreset.usim.edu.my/?
action=sendtoken (Staf) 
https://selfreset-raudah.usim.edu.my/?
action=sendtoken (Pelajar)

User Manual for USIM ID 
Login Process

For any issues, contact 06-798 6607/6605/6085/6046/6045/6042 

A single account with one login to access
application systems, email, and various ICT
services

USIM ID

Applications such as               Email,           Google Workspace (GWS),                       GOALS,
and           Microsoft 365 (M365) are also integrated with USIM ID and require the

use of the new password.
For further information and guidelines related to USIM ID, please visit:

https://sdec.usim.edu.my/usimid


